Projekt z dnia 3 października 2023 r.

Uchwała Nr…

Rady Ministrów

z dnia…………. 2023 r.

zmieniająca uchwałę w sprawie Inicjatywy „Wspólna Infrastruktura Informatyczna Państwa”

Rada Ministrów uchwala, co następuje:

§ 1. W uchwale nr 97 Rady Ministrów z dnia 11 września 2019 r. w sprawie Inicjatywy „Wspólna Infrastruktura Informatyczna Państwa” (M.P. z 2021 r. poz. 1006) wprowadza się następujące zmiany:

1. w § 1 w ust. 2 w pkt 1 wyrazy „sieci teletransmisji” zastępuje się wyrazami „sieci telekomunikacyjnych”;
2. w § 2:

a) pkt 1 otrzymuje brzmienie:

„1) Centrum Przetwarzania Danych (CPD) – serwerownię w zasobach administracji rządowej będącą obiektem budowlanym wykorzystywanym jako lokalizacja dla infrastruktury teleinformatycznej i związanych z nią elementów np.: systemów teleinformatycznych, zasobów przetwarzania wraz z nadmiarowymi źródłami zasilania, sieci telekomunikacyjnych, systemów kontroli i monitorowania warunków środowiskowych (np. klimatyzacją, systemami gaśniczymi), urządzeniami i systemami bezpieczeństwa oraz ochroną fizyczną obiektu;”,

b) użyte w pkt 2, 4 i 6 wyrazy „sposób wdrażania” zastępuje się wyrazami „model wdrażania”,

c) pkt 3 otrzymuje brzmienie:

„3) chmura obliczeniowa – model przetwarzania danych, w którym odpowiedzialność jest podzielona pomiędzy dostawcę i odbiorcę usług chmurowych, umożliwiający powszechny i wygodny dostęp za pośrednictwem sieci do wspólnej puli konfigurowalnych zasobów teleinformatycznych (np. sieci, serwerów, pamięci masowych, aplikacji i usług), które są szybko udostępniane przy minimalnym wysiłku ze strony zespołów zarządzania lub dostawcy usług, składający się z:

a) pięciu zasadniczych cech (samoobsługi na żądanie, szerokiego dostępu do sieci, dynamicznego gromadzenia zasobów, szybkiego i elastycznego przydzielania i zwalniania zasobów, pomiarów i optymalizacji usług),

b) trzech modeli dostarczania usług chmurowych (IaaS, PaaS, SaaS),

c) czterech modeli wdrażania usług chmurowych (chmura prywatna, chmura wspólnotowa, chmura publiczna, chmura hybrydowa)

– w którym kluczowe technologie wspomagające obejmują: szybkie i wydajne sieci rozległe, wydajne oraz relatywnie niedrogie serwery (uwzględniając ich liczbę) oraz wysokowydajną wirtualizację sprzętu;”,

d) pkt 5 otrzymuje brzmienie:

„5) chmura publiczna – model wdrażania chmury obliczeniowej, w którym infrastruktura jest udostępniana do użytku publicznego, może być własnością organizacji biznesowej, akademickiej lub rządowej lub ich kombinacji, lub może być przez nie zarządzana i obsługiwana;”,

e) pkt 11–14 otrzymują brzmienie:

„11) Publiczna Chmura Obliczeniowa (PChO) – usługi chmurowe zgodne z predefiniowanym katalogiem PChO, dostępne w modelu chmury publicznej świadczone przez dostawców komercyjnych bezpośrednio lub poprzez brokera usług chmurowych, spełniające w szczególności wymagania w zakresie poufności, integralności i dostępności, zdefiniowanych pod kątem zapewnienia bezpieczeństwa informacji administracji publicznej;

12) Rządowa Chmura Obliczeniowa (RChO) – usługi chmurowe zgodne z predefiniowanym katalogiem RChO, dostępne w modelu chmury wspólnotowej przypisanej podmiotom administracji publicznej budowaną w oparciu o zasoby przetwarzania danych oraz infrastrukturę teleinformatyczną, która pozostaje w dyspozycji podmiotów administracji publicznej;

13) Rządowy Klaster Bezpieczeństwa (RKB) – usługi bezpieczeństwa oraz środki techniczne stosowane do zabezpieczenia RChO będące implementacją wymagań Standardów Cyberbezpieczeństwa Chmur Obliczeniowych lub wymagań określonych w Narodowych Standardach Cyberbezpieczeństwa:

a) NSC 800-53A – Ocenianie środków bezpieczeństwa i ochrony prywatności systemów informacyjnych oraz organizacji. Tworzenie skutecznych planów,

b) NSC 800-144 – Wytyczne dotyczące bezpieczeństwa i prywatności w chmurze publicznej,

c) NSC 800-210 – Ogólne wytyczne dotyczące kontroli dostępu do systemów chmury obliczeniowej

– lub w ich odpowiednikach określonych w europejskim systemie normalizacyjnym;

14) sieć rządowa – sieć teletransmisyjna GovNet, pozostająca we właściwości ministra właściwego do spraw wewnętrznych, będącego operatorem sieci rządowej;”,

f) w pkt 15 kropkę zastępuje się średnikiem i dodaje się pkt 16–18 w brzmieniu:

„16) System Zapewnienia Usług Chmurowych (ZUCH) – portal informacyjno-usługowy wspierający proces zamawiania oraz zarządzania usługami przetwarzania danych w RChO i PChO;

17) podzielona odpowiedzialność – model bezpieczeństwa funkcjonowania chmury obliczeniowej opisujący ustalenia dotyczące odpowiedzialności dostawcy usług „Bezpieczeństwo chmury” i odpowiedzialności odbiorcy usług „Bezpieczeństwo w chmurze” w zakresie: infrastruktury teleinformatycznej, przetwarzania danych oraz usług chmurowych;

18) broker usług chmurowych– podmiot zarządzający wykorzystaniem, wydajnością i dostarczaniem usług chmurowych świadczonych przez dostawców usług chmurowych oraz negocjujący relacje między dostawcami a odbiorcami tych usług.”;

1. po § 3 dodaje się § 3a i 3b w brzmieniu:

„§ 3a. 1. Dla podmiotów, o których mowa w § 6 ust. 1, korzystających z usług dostawców usług chmurowych stosujących wymagania, o których mowa w § 2 pkt 13 lit. a–c, lub w ich odpowiednikach określonych w europejskim systemie normalizacyjnym, Pełnomocnik Rządu do Spraw Cyberbezpieczeństwa wydaje, zmienia lub odwołuje rekomendacje dotyczące gradacji ważności systemów, zwane dalej „rekomendacjami”.

2. Rekomendacje są wydawane, zmieniane lub odwoływane w oparciu o ocenę krytyczności gromadzonych i przetwarzanych danych w systemach, po uzyskaniu opinii Kolegium do Spraw Cyberbezpieczeństwa.

3. Wydane lub zmienione rekomendacje przekazywane są przez Pełnomocnika Rządu do Spraw Cyberbezpieczeństwa do ministra właściwego do spraw informatyzacji, który niezwłocznie udostępnia je w Biuletynie Informacji Publicznej na swojej stronie podmiotowej. Przepis stosuje się odpowiednio do odwołania rekomendacji.

4. Podmioty, o których mowa w § 6 ust. 1, korzystające z usług dostawców usług chmurowych stosujących wymagania, o których mowa w § 2 pkt 13 lit. a–c, lub w ich odpowiednikach określonych w europejskim systemie normalizacyjnym, informują Pełnomocnika Rządu do Spraw Cyberbezpieczeństwa, na jego wniosek, o sposobie i zakresie uwzględnienia rekomendacji.

§ 3b. Nie dopuszcza się do korzystania z usług przetwarzania w PChO przez:

1) Platformę Udostępniania On-Line Usług i Zasobów Cyfrowych Rejestrów Medycznych oraz Elektroniczną Platformę Gromadzenia, Analizy i Udostępnienia Zasobów Cyfrowych o Zdarzeniach Medycznych, o których mowa w ustawie z dnia 28 kwietnia 2011 r. o systemie informacji w ochronie zdrowia (Dz. U. z 2022 r. poz. 1555, z późn. zm.[[1]](#footnote-1)));

2) Krajowy System Informacyjny Policji, o którym mowa w ustawie z dnia 6 kwietnia 1990 r. o Policji (Dz. U. z 2023 r. poz. 171, z późn. zm.[[2]](#footnote-2)));

3) system teleinformatyczny obsługujący Krajowy Rejestr Karny, o którym mowa w ustawie z dnia 24 maja 2000 r. o Krajowym Rejestrze Karnym (Dz. U. z 2023 r. poz. 1068 i 1705);

4) system rejestrów państwowych, o którym mowa w ustawie z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne (Dz. U. z 2023 r. poz. 57, 1123, 1234 i 1703);

5) systemy teleinformatyczne przetwarzające informacje niejawne o klauzuli „poufne”, „tajne” lub „ściśle tajne”.”;

1. użyte w § 4 w ust. 1 dwukrotnie, w ust. 3 trzykrotnie, w ust. 5 i 6, w § 5 w ust. 1 w zdaniu pierwszym dwukrotnie, w zdaniu drugim dwukrotnie i w ust. 3, w § 7 w ust. 1 we wprowadzeniu do wyliczenia dwukrotnie i w ust. 2, w § 9 w ust. 2 w pkt 1–3, w ust. 3, w ust. 5 w pkt 5 i 6, w § 12, w § 13 w ust. 1 i w ust. 3 dwukrotnie oraz w załączniku nr 1 w ust. 2 w pkt 3, 4 i 6, w ust. 4 we wprowadzeniu do wyliczenia, w ust. 6 w pkt 2, w ust. 7 we wprowadzeniu do wyliczenia i w pkt 3, w różnym przypadku, wyrazy ,,Rządowa Chmura Obliczeniowa” zastępuje się wyrazem „RChO”;
2. w § 4 ust. 4 otrzymuje brzmienie:

„4. Usługi przetwarzania w RChO będą świadczone, w szczególności w modelach IaaS, PaaS i SaaS.”;

1. w § 5:

a) w ust. 2 po wyrazach „ministrem właściwym do spraw wewnętrznych,” dodaje się wyrazy „będącym operatorem sieci rządowej,”,

b) w ust. 4 zdanie pierwsze otrzymuje brzmienie:

„Zasady i sposób wykorzystania sieci rządowej na potrzeby RChO określa porozumienie zawarte między ministrem właściwym do spraw wewnętrznych, będącym operatorem sieci rządowej, a ministrem właściwym do spraw informatyzacji.”;

1. w § 6:
2. w ust. 1 wprowadzenie do wyliczenia otrzymuje brzmienie:

„Z usług przetwarzania w RChO lub PChO mogą korzystać:”,

1. ust. 2 otrzymuje brzmienie:

„2. Korzystanie przez podmioty, o których mowa w ust. 1, z usług przetwarzania danych w RChO lub PChO uzależnione jest od spełnienia przez dostawców usług chmurowych wymagań, o których mowa w § 2 pkt 13 lit. a–c lub pkt 15, lub w ich odpowiednikach określonych w europejskim systemie normalizacyjnym.”,

c) dodaje się ust. 3 w brzmieniu:

„3. Potwierdzenie spełnienia wymagań, o których mowa w § 2 pkt 13 lit. a–c lub pkt 15, lub w ich odpowiednikach określonych w europejskim systemie normalizacyjnym, odbywa się po złożeniu przez dostawcę usług chmurowych deklaracji, w formie pisemnej w postaci papierowej lub w postaci elektronicznej, o spełnieniu tych wymagań lub uzyskaniu certyfikacji odpowiadającej tym wymaganiom.”;

1. w § 7 w ust. 1 uchyla się pkt 11;
2. w § 8 zdanie pierwsze otrzymuje brzmienie:

„Podmioty, o których mowa w § 6 ust. 1, przed skorzystaniem z usług przetwarzania w PChO mogą wystąpić z wnioskiem do właściwego Zespołu Reagowania na Incydenty Bezpieczeństwa Komputerowego działającego na poziomie krajowym prowadzonego przez Ministra Obrony Narodowej, Naukową i Akademicką Sieć Komputerową - Państwowy Instytut Badawczy lub Szefa Agencji Bezpieczeństwa Wewnętrznego o wydanie opinii w zakresie możliwości wykorzystania PChO.”;

1. w § 10:

a) ust. 1 i 2 otrzymują brzmienie:

„1. Minister właściwy do spraw informatyzacji zapewnia funkcjonowanie ZUCH.

2. W ZUCH udostępnia się:

1) katalog usług przetwarzania w RChO;

2) katalog usług przetwarzania w PChO – usługi przetwarzania w PChO będą umieszczane w tym katalogu niezwłocznie po zawarciu umów ramowych dotyczących zamówień publicznych na dane usługi przetwarzania w chmurze obliczeniowej.”,

b) uchyla się ust. 3 i 4,

c) w ust. 5 użyte dwukrotnie wyrazy ,,publicznych chmurach obliczeniowych” zastępuje się wyrazem „PChO”;

1. w § 11:

a) ust. 1 otrzymuje brzmienie:

„1. Źródłem finansowania Inicjatywy WIIP będą środki budżetu państwa części budżetowej 27 – Informatyzacja.”,

b) uchyla się ust. 2 i 3;

1. w załączniku nr 1:

a) w ust. 1:

– wprowadzenie do wyliczenia otrzymuje brzmienie:

„Posiadacz CPD w zakresie świadczenia usług przetwarzania w RChO spełnia wymagania zapewnienia zgodności swojego działania określone w Krajowych Ramach Interoperacyjności i ustawie z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781), w tym minimum poniższych standardów lub ich odpowiedników w polskim lub europejskim systemie normalizacyjnym:”,

– w pkt 3 wyrazy „PN-ISO/IEC 27005” zastępuje się wyrazami „PN-ISO 31000”,

b) w ust. 6:

– pkt 1 otrzymuje brzmienie:

„1) przejściu pozytywnej weryfikacji zgodności z wymaganiami, o których mowa w § 2 pkt 13 lit. a–c lub pkt 15 uchwały, lub w ich odpowiednikach określonych w europejskim systemie normalizacyjnym, prowadzonej przez instytucję wskazaną przez operatora RKB;”,

– pkt 3 otrzymuje brzmienie:

„3) uzyskaniu certyfikacji z zakresu spełniania wymagań, o których mowa w ust. 1.”,

c) w ust. 7 pkt 2 otrzymuje brzmienie:

„2) przejściu pozytywnej weryfikacji zgodności z wymaganiami, o których mowa w § 2 pkt 13 lit. a–c lub pkt 15 uchwały, lub w ich odpowiednikach określonych w europejskim systemie normalizacyjnym, prowadzonej przez instytucję wskazaną przez operatora RKB;”;

1. uchyla się załącznik nr 2.

§ 2. Podmioty, o których mowa w § 6 ust. 1, korzystające z usług przetwarzania w RChO lub PChO na podstawie dotychczasowych przepisów uważa się za spełniające wymagania określone w niniejszej uchwale.

§ 3. Uchwała wchodzi w życie z dniem następującym po dniu ogłoszenia.

PREZES RADY MINISTRÓW

ZA ZGODNOŚĆ POD WZGLĘDEM PRAWNYM,

LEGISLACYJNYM I REDAKCYJNYM

Anna Markowska

Zastępca Dyrektora Departamentu Prawnego

w Ministerstwie Cyfryzacji

1. ) Zmiany tekstu jednolitego wymienionej ustawy zostały ogłoszone w Dz. U. z 2022 r. 2280 i 2705 oraz z 2023 r. poz. 650, 1234, 1692 i 1972. [↑](#footnote-ref-1)
2. ) Zmiany tekstu jednolitego wymienionej ustawy zostały ogłoszone w Dz. U. z 2022 r. poz. 2600 oraz z 2023 r. poz. 185, 240, 289, 347, 535, 641, 1088 i 1860. [↑](#footnote-ref-2)